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[bookmark: _Toc49119460]Project Requirements and Outline
[bookmark: _Toc49119461]Organization Description
In the case of Fancy Fran LLC under review, part of its role is providing its products to buyers online. That has led to the integration of its internal and e-commerce system thus there are different branches of the same firm spread around the world. Under Fancy Fran headquarter there are different departments stationed on various floors of the corporate building examples include Sales, IT, HR departments among others. In normal cases, the various departments share information as one because of the organization as a result of the integrated enterprise system which is linked to the supply chain management system and the e-commerce system.
Fancy Fran LLC, in question is frequently linked to the usage of an e-commerce system to keep customers up to date on various types of material, such as innovative products. The information of the web-based application is frequently updated regularly to add new content, guidelines, and other useful information for the users. They publish a quarterly report of their financial data at the end of three months, which is critical for shareholders to examine to make informed judgments about investing in the company's shares. There is a requirement for uniformity in the updating of such data. The organization expects the information system to communicate successfully with the supply management system to give up-to-date and real-time stock content, which is critical for stock management. Under normal circumstances, the additional services provided by the organization include overseeing the IT plans, re-organizing, and improving the management of the different undertakings linked to the IT system. To stay ahead of its competitors, the organization also stays set for new technologies in the coming days. It is also important to note that the organization has been in operations for over a decade and employed hundreds of individuals around the globe across tens of branches. Nonetheless, a section of the workers is allowed remote working under the policy allowing them to bring their gadgets.
[bookmark: _Toc49119462]Content Requirements
Over time the organization has rapidly developed which has posed a challenge to its level of preparedness in coping up with the growth especially taking care of information-related assets. Part of its needs thus revolves around policies about data governance and enterprise content management. That is because, the various policies facilitate proper managing of the institution’s data, hence, the various goals for the necessities are as follows. 
a. Information infrastructure evaluation
b. Content management procedure assessment 
c. The information infrastructure design of the organization
d. Content management development of the facility
e. Procedures for governing data and assessment of policies
f.  Coming up with data management governance policies
In managing the content of the organization, different categorizations of content and regulations are applicable. Thus, it is key to assess crucial functions, undertakings, and processes in the organization to pick out key linked elements.
Content Classes
For the kind of data accessed from the database, there will be different assessments carried out on it same to data obtained from interviews and questionnaires which is the primary data in this case. Thus, the various classes of data at the company under review after the various data collection processes include.
i. Unstructured content
Under unstructured content, it is the data category that lacks a formal format and means of storage (Dai et al., 2016). Hence, proper protection approach is needed because the information is fundamental to the way the organization operates.
The group included.
a. Information Storage paper forms 
b. Digital forms
c. Computer data example emails. 
ii. Structured Content
According to Abraham et al., (2019), structured content is that formal content kept within the organization, part of the records acknowledged within the organization include.
a. E-commerce database – Under this database, in addition to availing information about consumers who made the online buys, there is also information about different inventories and third-party payment transaction data.  
b. Database for customer management – This contains all the information from the online consumers' side including their dissatisfactions and feedback.
c. Database for finance – This bears different information linked with the organization’s financial management. 
d. Database for the employees –This bears all the various worker information including their payroll data.
e. Database for IT resource information and Active Directory– This section handles information of the different network resources and information linked to the technical employees of the organization’s information technology setup.
[bookmark: _Toc49119463]Related Regulations
[bookmark: _Toc49119464]Several rules apply to the data that is kept in the organization. The enterprise must adhere to privacy regulations for customers whose data is stored in the company's infrastructure. One of the regulatory requirements that concern the corporation, particularly its European subsidiaries, is the General Data Protection Regulation (GDPR). As per this rule, the corporation must safeguard the privacy of the data it possesses for its European clients (Voigt et al., 2017). The organization must guarantee that such files and knowledge will be kept private, with only legitimate people getting access to it and that no data breaches will occur. If the security of such a customer's data is breached, the organization may face financial penalties as well as legal action. Since it maintains most of its workers' medical data, the corporation is also bound by the Health Insurance Portability and Accountability Act (HIPAA). This information is frequently gathered throughout an employee's job recruitment process to determine whether the applicant is medically suitable for the job (Edemekong et al., 2020). The business must devise measures to ensure that the HIPAA policy is properly implemented and that no violations occur. It's a good technique to ensure that efficient activities are carried out while guaranteeing proper data protection. There is the issue of adhering to numerous federal regulatory regulations when working with clients from different countries. The corporation would need to keep up to date on such requirements, and it should incorporate them in the terms and conditions of utilizing certain business information. This is crucial in ensuring that the techniques of adhering to the guidelines related to the location of the client are adopted appropriately.
 Data Protection
In cases of a disaster, there is the need to maintain the integrity of the stored data by protecting it. In addition to disasters, other risks that call for data protection are unauthorized access of the data and related security fears.
[bookmark: _Toc49119465]Implementation Life Cycle
The implementation life cycle is made up of various importance that aid the organization attain the indispensable reformation of policies and their application, that includes the incorporation of significant tasks and the application timeline linked with the execution of the plan (Huang et al., 2019). The various stages mentioned below outline the linear approach to the implementation of the project.
a. Analysis of the requirements
b. Planning procedure
c. Development stage
d. Review stage
e. Implementation phase
f. Monitoring and maintenance events
[bookmark: _Toc49119466]Phases
[bookmark: _Toc49119467]Requirements
Under this phase, different elements and documents of the organization’s requirements are assessed. An example requirement is one concerning security; thus, it is key to consider the various requirements when implementing the undertakings of the facility.
[bookmark: _Toc49119468]Planning
Planning at this stage touches the stakeholders and planning of the different projects and developing of policies.
[bookmark: _Toc49119469]Development
At the development phase, the company under review is expected to have outlined procedures and guidelines initiated to sustain the various undertakings of the facility. To properly implement the suggested policies at the organization, policies are set. The procedure is fundamental in terms of developing and implementing relevant guidance and guidelines for the development of the organization and it is abiding by the various standards of regulations. Part of the development procedure integrates real policy implementation and being aware of its objectives.  The employee fraternity would be enlightened on the data on the policies to commence their duties.
[bookmark: _Toc49119470]Review 
At the review stage, there is the incorporation of the review of suggested drafts about governance and policies about managing the content of the business. In the case of any alteration, the CIO, CEO, and the different managers at the department level are tasked with proposing the changes. With the help of policies meant for web applications and the agreement pages, the organization can enlighten its section of e-commerce customers.
[bookmark: _Toc49119471]Implementation
The policy implementation phase follows the draft review and the implementation procedures to adhere to include.
a. Coming up with the governance measures and policies alongside the enterprise content management manual. 
b. Evaluation of the infrastructure, supporting resources, and system will help in properly attaining the policies in place.
c. Coaching of the employee fraternity and the shareholders in the use of the procedures being set and the related systems altered. 
d. Actual system employment will be carried out to have the real implementation of guidelines and alterations in the status quo. 
Support
Following the execution of the undertakings and frameworks, the presentation and viable use of the approaches will be observed consistently. The fundamental frameworks will be audited to check whether they are sufficiently effective to accomplish the recently characterized objectives and destinations. Changes to the frameworks and approaches will be made if suitable. When looking for changes, a proper interaction will occur. If a laborer sees an issue with one of the arrangements or framework executions, for instance, the individual in question ought to tell the suitable office head. Assuming the issue is specialized, the ticket will be moved to the workforce, which will settle the issue by reaching the CIO, who will either acknowledge or dismiss the adjustments. Then, at that point, the cycles for executing the changes adequately should be performed. In the wake of making the adjustments, the modifications are consolidated through genuine execution and refreshing of the approaches
	Task Name
	Duration
	Start
	Finish

	Requirements
	1 week
	9/23/21
	10/2/21

	planning
	1 week
	10/3/21
	10/11/21

	development
	1 week
	10/12/21
	 10/20/21

	Review
	1 week
	10/23/21
	 11/1/21

	Implementation
	1 week
	11/2/21
	11/10/21

	follow-up
	1 week
	11/11/21
	11/21/21



Table 1: lifecycle timeline. 
[bookmark: _Toc49119473]Information Infrastructure Evaluation 
For the organization under review, the components that make up its information infrastructure are the network, enterprise, and e-commerce system, while the intranet and extranet make up the network system. The web-based application system is made up of a three-category type of architecture which are the business logic, data tier, and presentation layer. The active directory structure is the one deployed by the organization under review where there is a subdomain for every location, with the main domain, the various IT infrastructure of every branch is organized by a specific domain. For all branches, different units of the business are arranged into an active directory. For every branch, there is a pair of domain controllers serving as key backups. In the case a server of the active directory pair crushes, the remaining domain organizer would aid in guaranteeing exigency order in the departments is achieved various organizational units. 
[bookmark: _Toc49119474]Information Infrastructure Improvements 
Every division must have its own set of group policies. As a result, updates to Windows Server 2016 are required to have each department's organizational unit established with its own set of security rules and guidelines. This will guarantee that only individuals in that sector have a connection to the department's critical network resources. Adjustments are required to the update times and the number of hours that person in that sector is required to work. To reduce the risk of the resources being exposed to security risks, they should be deactivated throughout non-working hours. To strengthen verification policies, strong authentication policies and access policies should be created. It is recommended that a worldwide domain controller be developed so that a single sign-on policy can be enforced. It is suggested that domain policies be implemented in the Azure Active Directory system to ensure continuity of operations in case the Active Directory servers collapse in different departments, which additionally avails network resource access that is centralized (Chilberto et al., 2020).  
[bookmark: _Toc49119475]Data Governance Evaluation 
When evaluating the procedures used in data governance for the facility under review, it becomes evident that the data handling procedures in the facility do not adhere to standardized policies which put the organization's data at risk of various dangers including data insecurity. The lack of proper and secure communication through digital media like email poses security threats and a show of lack integrity from the side of the organization.
[bookmark: _Toc49119476]Data Governance Improvements 
Encryption technologies such as OpenPGP should be used in emails, according to experts (Muller et al., 2019). This will prevent the message from being interfered with while being sent over the internet. As a result, the information's authenticity and privacy would be preserved.
It is also suggested that a public key infrastructure be created to ensure secure communication and transmission of sensitive information (Khieu et al., 2019). This will provide effective access control, the integrity of the information, verification, and secrecy.
It is suggested that an organized data governance team be established to oversee the organization's data. Any standard updates and demands for data modification will be addressed by the group. This will guarantee that any data processing operation is implemented formally.
In the organization, data logs are also encouraged. Data modifications, for instance, should be monitored and documented, together with the name of the party concerned and the time stamp (Shang et al., 2019). In the event of a breakdown, the data should still be recorded, with commit faults monitored, so that processes can be scaled back when the network rebounds.
To arrange who needs access to what data and when, access control and permissions administration should be conducted. This will prevent errors caused by data being accessed by unauthorized persons, as well as privacy concerns.
[bookmark: _Toc49119477]Implementation Plan
The IT department can apply technical security regulations through coding or system configuration techniques. Every organizational unit should follow the group policies. Modifications to the systems should be performed and thoroughly recorded to be reviewed in the future.
The relevant groups should apply the non-technical data governance policies and enterprise content management. The employees should be made aware of the revised policies and their obligations to follow them. If training is needed for the policies to be implemented, it should be done. The data governance guidelines and content management processes handouts and instructions should be sent to the necessary stakeholders so that they can review and work to apply the guidelines.

[bookmark: _Toc91458167]Information Infrastructure Evaluation 
For the organization under review, the components that make up its information infrastructure are the network, enterprise, and e-commerce system, while the intranet and extranet make up the network system. The web-based application system is made up of a three-category type of architecture which are the business logic, data tier, and presentation layer. The active directory structure is the one deployed by the organization under review where there is a subdomain for every location, with the main domain, the various IT infrastructure of every branch is organized by a specific domain. For all branches, different units of the business are arranged into an active directory. For every branch, there is a pair of domain controllers serving as key backups. In the case a server of the active directory pair crushes, the remaining domain organizer would aid in guaranteeing exigency order in the departments is achieved various organizational units. 
[bookmark: _Toc49802255][bookmark: _Toc91458168]Content List
	Content
	Source
	Format
	Use
	Capture Technique

	Suppliers’ information
	Supplies
	SQL databases
	Inventory organization
	Supplies data is gathered when the goods are being shipped. Aside from shipping, similar data can also be gathered when the invoices are being processed, especially when facilities supply the facility with goods, and billing depends on the ordered goods.

	Financial information
	Accounts
	SQL Database,
Excel 
	Investors’ financial reporting to aid in financial decisions.
	The accounts department is tasked with processing all financial information; there is also the gathering of financial information and summaries at the same spot. The information is gathered through the help of feedback gadgets based on everyday sales. Upon collection, there is batching of the data, which is deployed to develop summaries every three, six, and twelve months.

	Consumer feedback information
	Customer order information
	Email, cell phone communication messages,

	Sales promotion,
Quality improvement
	Each time a client purchases the organization goods, the onsite form allows them room to give their feedback on the purchase information. Additionally, there are regular email-based interviews intended to gather consumer perspectives and related information about the organization's goods.  





	
	
	
	
	

	
	
	
	
	



[bookmark: _Toc49802256][bookmark: _Toc91458169]Content Management Tools
a) The numerous tools for keeping, maintaining, transmitting, and pasturing data are implemented at the various architectures of the system. The data servers for the company are housed in the IT department.
b)  Captured - the data to be maintained is first collected using various techniques. The manual input of data into computer systems via the keyboard is one of the most prevalent techniques. Another approach is scanning, in which the barcode reader scans the code on the goods sold and feeds it into the database.
c)  Storage - The database server is responsible for securely storing all important information from large divisions. The database server stores data and allows users to connect to and share it with its numerous information platforms. It also links the web server, which handles the web-based application's application logic.
d)  Management – In terms of administration, there is almost no data organization. There is no clear definition of connectivity responsibilities or guidelines for effectively implementing governed entry. It is suggested that an Active Directory with business structures be installed to develop guidelines and content access easier.
e) Content delivery - sales information is received inside the company's network. The company has a web portal and social media platforms to collect clients' data. If the BYOD policy is implemented, workers will be allowed to utilize their gadgets to feed sales figures virtually into the internal company system.
f)  Data preservation - The diverse data contained by the business is divided into sensitive and non-sensitive information. There are also other types of information that are gathered.
	Content
	Method of Preservation 
	Remarks 

	Web application catalog
	Bears onsite storage of web application
	The level of risk, especially in cases of a risk factor occurrence because the company under review hosts its database from within. The most preferred solution to this is cloud hosting which facilitates a form of secondary backup.

	Sales catalog
	Bears data about sales of products by the organization
	To have an approach that is secure to data decentralization, the facility needs to have a dispersed database and one that is hosted on the cloud. The sales and marketing department stores the data in this case. Nonetheless, through the connection with the centralized database, the remaining departments can inquire and access the crucial data from the sales department.
Human resource catalog
Holds data about the human resource and the rest of the workers
To have a secure approach to data decentralization, the facility needs to have a dispersed database and one that is hosted on the cloud.

	
	
	The human resource department does the storing of the data in this case. Nonetheless, through the connection with the centralized database, the remaining departments can inquire and access the crucial data from the sales department.



	Regulatory auditing data
	This data consists of various regulatory guidelines and auditing information as well.
	The data is kept in paper works in forms like agreements with signatures, forms of contract, etc. The storage procedure is that they are all kept within the facility, which pre-disposes them to potential risks like fire. In response, the facility needs to have a backup of the information, most preferably one stored electronically.


[bookmark: _Toc49802257][bookmark: _Toc91458170]Content Management Processes
In most cases, the company uses a web-based framework with a three-tier design. The presentation layer, application layer, and data layer are all present. Servers host each of these tiers independently. The web application is used to obtain data, such as selecting products. A client on the application's backend can log in and request access to the inventory. The application layer, which provides the business rules for reaching the required database, responds to the request. The information tier is then queried for the needed data, which is made up of a central repository that maintains product details. The data is transferred to the client and displayed in an effective structure.
The conventional method is frequently used to flow the contents of the supply. The company would send out a demand for product shipments. Request processing and then ledger approval for shipment to the manufacturer via the bank that waves on the moving of resources after receiving the transported goods. The supply chain lacks a comprehensible merging of data systems.
[bookmark: _Toc91458171]Information Infrastructure Improvements 
Every division must have its own set of group policies. As a result, updates to Windows Server 2016 are required to have each department's organizational unit established with its own set of security rules and guidelines. This will guarantee that only individuals in that sector have a connection to the department's critical network resources. Adjustments are required to the update times and the number of hours that person in that sector is required to work. To reduce the risk of the resources being exposed to security risks, they should be deactivated throughout non-working hours. To strengthen verification policies, strong authentication policies and access policies should be created. It is recommended that a worldwide domain controller be developed so that a single sign-on policy can be enforced. It is suggested that domain policies be implemented in the Azure Active Directory system to ensure continuity of operations in case the Active Directory servers collapse in different departments, which additionally avails network resource access that is centralized (Chilberto et al., 2020).  
[bookmark: _Toc91458172]Data Governance Evaluation 
When evaluating the procedures used in data governance for the facility under review, it becomes evident that the data handling procedures in the facility do not adhere to standardized policies which put the organization's data at risk of various dangers including data insecurity. The lack of proper and secure communication through digital media like email poses security threats and a show of lack integrity from the side of the organization.
[bookmark: _Toc91458173]Data Governance Improvements 
Encryption technologies such as OpenPGP should be used in emails, according to experts (Muller et al., 2019). This will prevent the message from being interfered with while being sent over the internet. As a result, the information's authenticity and privacy would be preserved.
It is also suggested that a public key infrastructure be created to ensure secure communication and transmission of sensitive information (Khieu et al., 2019). This will provide effective access control, the integrity of the information, verification, and secrecy.
It is suggested that an organized data governance team be established to oversee the organization's data. Any standard updates and demands for data modification will be addressed by the group. This will guarantee that any data processing operation is implemented formally.
In the organization, data logs are also encouraged. Data modifications, for instance, should be monitored and documented, together with the name of the party concerned and the time stamp (Shang et al., 2019). In the event of a breakdown, the data should still be recorded, with commit faults monitored, so that processes can be scaled back when the network rebounds.
To arrange who needs access to what data and when, access control and permissions administration should be conducted. This will prevent errors caused by data being accessed by unauthorized persons, as well as privacy concerns.
[bookmark: _Toc91458174]Implementation Plan
The IT department can apply technical security regulations through coding or system configuration techniques. Every organizational unit should follow the group policies. Modifications to the systems should be performed and thoroughly recorded to be reviewed in the future.
The relevant groups should apply the non-technical data governance policies and enterprise content management. The employees should be made aware of the revised policies and their obligations to follow them. If training is needed for the policies to be implemented, it should be done. The data governance guidelines and content management processes handouts and instructions should be sent to the necessary stakeholders so that they can review and work to apply the guidelines.

Information Infrastructure Improvement
The report section will analyze the existing content management system as documented in the previous project (Harr, vom Brocke and Urbach, 2019). It will detail the enhancements that will result in a more robust enterprise content management system in general. The enhancements will concentrate on the processes and tools used to manage data. 
Information Infrastructure Evaluation
Content List
As a consultancy business also, most of the content on the site comes from businesses and private vendors (Venkitachalam and Bosua, 2019). The managers, corporate staff, information technology staff, and administration team create a small amount of content; this implies that the business will require a Warehouse Management system and an ECM to manage the other content it generates. The content is classified as transactional, persuasive, business, and foundational.
Business Content – The content includes office documents, spreadsheets, and mobile and web content.
Persuasive Content – The content is generated by the information provided by clients during the ordering process.
Transactional Content - refers to back-office processes involving faxes, electronic forms, and other electronic records.
Foundational Content – This content enables the management of records and retention, files, workflow, and permissions. The hardware and software allow the other three to function.
The content list that the organization is presently utilizing should be maintained. The list details include Invoices, vendor and customer records, web content, employee records, payroll, HR forms, shipping, and inventory.
Content Management Process
Sales Process
The following diagram depicts the current sales procedure. A data entry clerk enters the client's data into a database after entering it into a manual form with their help (Harr, vom Brocke and Urbach, 2019). Aside from a few minimally relevant printed reports delivered once a month, no other sales-related processes can make use of the information shared between salespeople and the client database.
                                         
                               [image: Diagram

Description automatically generated]
The strengths of the process above include Affordable information entry clerks doing data entry and potentially having minimal typing mistakes. The weakness of the method comprises: Data is only entered twice, there is no control of data, and data cannot be accessed by the sales agent after the system has entered it.
Proposed Improvement
Salespeople should have access to both ends of the process, allowing them to enter and utilize their data. The sales staff is authorized to modify the data during this process, and granting access enables sales professionals to make greater use of the current information.


Content Management Tool
Content management is the process of planning, creating, managing, executing, maintaining, and evaluating all a company's content (CM). Content management helps to keep up with the ever-increasing volume of information (Venkitachalam and Bosua, 2019). Every piece of content has a life cycle, much like a real being. It starts with conception and ends with destruction (retirement). Aside from that, the content management procedure has a time limit. Plan, create, control, deploy, preserve, and assess are the six stages of the CM Lifecycle. Currently, the organization lacks a warehouse management system. Numerous tools can aid in the implementation of a warehouse management system. These self-contained warehouse management solutions are intended to streamline the process. All warehouse management systems involve inventory management, order management, and client tracking. Various tools for recording, managing, storing, maintaining, and delivering content for a stand-alone Warehouse Management system include Magaya WMS and Latitude Warehouse management.
Depending on the system software firm selected for supply chain management, these warehouse management systems provide unique characteristics. SharePoint 2010 is increasingly used to capture, manage, store, preserve, and disseminate corporate and administrative documents for enterprise content management (ECM) objectives. Scalability is a benefit of using SharePoint 2010 as an ECM solution (Darus, 2020). Subset ranges can be specified, so expanding the potential. Along with being simple to use, SharePoint may be used for business and personal documents. Manage digital assets, documents, records, eDiscovery, and enterprise metadata and online content, with the numerous tools included in SharePoint 2010.















                      
     Data Governance
Data Governance is a set of well-defined concepts, procedures, standards, activities, duties, and responsibilities that ensure an organization's data is used effectively and efficiently to achieve its goals. At its core, data governance determines who has the power to operate what information, under what conditions, and tools. The business tries to shape the structure of an organization's Data Governance program, which informs the tactical, strategic, and operational responsibilities and roles required to tightly control the acquisition, storage, preservation, usage, and decimation of information across the ﬁrm. The firm's data governance strategy's business driver is to maintain adherence to data privacy rules (Leonelli, 2019). For example, customer data must be managed appropriately as it passes through the organization. Legal retention requirements (a history of who modified whose data, when and for how long to hold client data 
before discarding it).
Data Quality
The foundation of any successful information venture is high-quality data. If you don't have reliable facts, you're left with educated guesses rather than making informed decisions. High-quality data includes a realistic portrayal of an organization's target market and clientele. The problem of poor data quality is not unique to the organization. IT and businesses must collaborate to improve the integrity and quality to enable critical business activities and comply with legal requirements. A well-defined approach must be applied to swiftly analyze the project's needs and allocate the best resource to match those objectives. Maintaining compliance, making educated management decisions, and rapidly adopting data-driven initiatives are all dependent on the organization's ability to oversee operations and data accurately. The data quality policies of the company are currently vague and informal. The IT team is aware that its critical data sources are experiencing problems. There have been periodic attempts to clean up the databases, but no clear plan has been implemented. There are currently no guidelines to govern how the data quality effort is managed.
Data Governance and Quality Evaluation
Data governance is not established in this organization and is implemented informally. The following components were uncovered through interviews and studies of existing documentation and procedures. As can be observed, there are a plethora of informal regulations and procedures in place now, but these policies and practices are subject to insufficient management and control. 
Strengths
· The IT staff understands the importance of information quality.
· To avoid redundant data input the data entry system contains comprehensive error checking.
Weaknesses
· There are no official policies in operation.
· There is no oversight of the rules and practices that regulate data quality.
· The information technology team lacks data quality management training.
· There are no tools in place to manage the quality of data.
Data Management
The administration and control of data assets are the primary emphases of a company's data management policy. It's an essential part of managing all your company's data assets. An internal team oversees the administration of the policy, deciding how it should be accessible and used, who should oversee enforcing it and how it should be presented to workers. Despite the lack of formal policies and procedures, the company uses strong data management practices.
Strengths 
· The IT department is well-versed in data management.
· Data management best practices are already being implemented in many, but not all, domains.
Weaknesses
· There are currently no clearly defined policies in place.
· Currently, there is no monitoring of the policies and practices that govern data handling.
Data Policies Management
Data policies management is concerned with the administration of policies developed and implemented throughout the organization for content management. Even while it is necessary to establish ECM policies, it is also critical to ensure that these rules are correctly permitted when they are created or updated (Spichtinger and Blumesberger, 2020). Inadequate administration of data policies will result in the policies becoming ineffective due to modifications that have not been approved and recorded. The company's data policies are currently being managed insufficiently. New approaches are routinely developed by the information technology department or upper management, and they are frequently accepted in the same field without adequate scrutiny or documentation.
Strengths
· IT professionals make sound decisions on data policies.


Weaknesses
· There are currently no rules or regulations in effect.
· Nobody has any say in the creation of policies and practices.
· There is no change management system in place.
· Policy ambiguity has resulted from a lack of policy documentation.
Business Activity Management
Business process management is concerned with the design, implementation, and adjustment of business processes that use corporate information. The organization does not have a formal framework for identifying and controlling its business processes (A., 2015). Business processes are developed informally, and no resources are allocated to analyze this aspect of the company's operations.
Strengths
· It appears that many of the company's business processes have been designed by skilled professionals and are working effectively so far.
Weaknesses
· Business procedures are not managed systematically.
· Business processes are managed autonomously.
· There are currently no tools available to assist in creating and organizing formal business procedures.
· There are currently insufficient resources for business process management.
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