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Abstract
Now-a-days with technology being more advanced than organizations thought it would be, many organizations are looking for ways to save money as well as make a profit. One way many organizations could do this is with a program called Bring Your Own Device (BYOD). Everywhere turn you either see someone one a smart device or a laptop. People want to keep up with what’s going on around the world, new products that’s coming out, and what family and friends are doing. Organizations are paying attention to what the public is doing as well as their employees. With this, some organizations have tried or is trying something new as in BYOD which some organizations have not fully thought out the process. All they see is how much money they will be saving by not supplying computers for their employees. Yes, they will be saving some money, but they need to first look and see the pros and cons at BYOD and then decide which way they want to go. 


Introduction
Introduction goes after the Abstract. Include all of the following using level 2 heading:

Statement of the Problem
In deciding whether a business should allow employees to bring their own devices, they should be informed on the benefits, risks, and the implications that are associated with doing so.
Statement of the Purpose
This study is to show if the pros can outweigh the cons of BYOD. It will also show if organizations can fully move forward to BYOD and will it help change how organizations do business.
Research Questions
In this study, I will discuss the what exactly a BYOD is, the prevalence, benefits, risks, and challenges that the organization will face.
Significance of the Study
This study is to show if the pros can outweigh the cons of BYOD. It will also show if organizations can fully move forward to using BYOD’s and will it help change how organizations do business.




Literature Review
	In this paper, I will use a systemic literature review method to identify what a BYOD is, identify the benefits, challenges, and risks of organizations deciding whether to allow for employees to do this. Discussion will be done in reference to what is a BYOD, the benefits, risks and challenges. 
Introduction
In this step, the scope, research question, and data extraction will be identified.
Analysis of the result
In this step the research will be divided up into different areas including benefits, risks, challenges.
Researching
The process of research will be using the internet search engine using keywords and matching with the topic BYOD and “benefits”, “challenges”, “risks”, “security”, and “privacy”. Literature was excluded if the publications date prior to 2000.

BYOD Devices
Definition of BYOD
Before the 1990’s organizations primarily utilized traditional office, equipment consisting of telephones, computers, printers, scanners. Over the last decade this has changed with the use of mobile devices including mobile phones and laptops.
Increased adoption of companies
BYOD has broadened and still continues to transform as technology transforms. The increased adoption of BYOD must be able to secure the organizations confidential information.
User Awareness
The user must be aware of security issues that may arise.


Benefits of BYOD
Employee Satisfaction
Organizations who have adopted BYOD has increased employee satisfaction due to the comfortability of the use of the devices.
Employee Performance
Employees have shown increased productivity due to knowing how to use their own devices and increasing flexibility.
Organization costs
The organization has reduced costs due to not having to purchase and provide the different technologies.

Risks
Security
Organizations and individuals have increased security risks due to constant emerging technologies.
Privacy Challenges
The issues of privacy are significant for the business. The organization faces privacy issues in regard to business and personal issues.

Security Measures
 Mobile Updates
This will help BYOD’s from being vulnerable to hackers.
Passwords
BYOD’s can end up in the hands of the wrong people if left out sitting somewhere and with strong complex passwords, the data will be safe.
MDM Solutions
This is Mobile Device Management, in which the company can secure the BYOD’s and create customer user profiles to be loaded on the devices.
Policies
 Types of Device Permitted
Determined if BYOD refers to just laptops, iPhones, or Androids. 
What type of Apps will be Allowed?
Many apps can cause security issues.
Employee exit Strategy
Employees need to sign a paper stating they will erase all employee data.
Place Your Recommendations Here Based on your Literature Review
Employee Satisfaction
Organizations who have implemented the BYOD have shown an increase in employee productivity and ability to have flexibility that they had not.
Security and Privacy
Security has been an issue including malware, inconsistent security policies, readable data, data breaches, ownership, modifying and damaging records, and vandalizing equipment
Conclusion
Organizations have decided to try letting their employee’s BYOD’s. This has caused the company to save money without having to supply computers. It has also, caused them to have to rewrite some employee policies in the way their employees use their devices and what will happen when an employee terminates their employment. 
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