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Privacy Policies of Sunrise Bank
Sunrise Bank
	Our company is called Sunrise Bank. The client number of the company is 5,000 who have their accounts in one branch alone. The company offers cash management duties to the customers. Other activities that the bank offers are savings, provision of fixed deposits for the clients and assisting in the acquisition of both the credit and debit cards. Also, the company offers other services such as housing loans/mortgages, personal and housing loans. The company also accepts customers' deposits. There are different accounts that the bank opens apart from personal accounts such as the SME accounts and those of corporate clients. The types of customers are thus the small enterprises and other corporate individuals. The company has key stakeholders who help in the observation of all the privacy policies of the bank. Among the key stakeholders who are still the company’s officers are Ms. Jolie, Mr. Patel, Mr. Victor, Mr. Joy, and Mr. Rana. Privacy is very vital for the company.
According to “FDIC Law, Regulations & Related Acts, Gramm-Leach-Bliley Act," privacy ensures that the customer's information is confidential, protect against hazards and unauthorized access. The AAC Guidelines state the importance of privacy in the company is because of consumer protection. The Central bank guidelines indicates that privacy is essential for personal information security. 
Policy Statements
Policy 1.1 Policy Statement Section Overview
Organizational Schema
a. Requirements for the privacy rule
· Banks that engage in the nonpublic information of their consumers must be able to provide them with a notification on an opt-out or a reasonable stipulated time.
· Exception for an opt-out: No consumer can opt out of the information sharing process. The privacy rule has no governance over the sharing of information among different affiliated groups. Secondly, there are exceptions to create transfers of the non-public individual information to other unaffiliated groups. 
· Consumers have no options for an opt-out when sharing nonpublic information with other nonaffiliated groups. The case occurs when one wants to service transactions that the consumer authorizes. Also, no opt-out occurs when a consumer responds to their judicial injunctions, complies with the legal requirements and offers protection against the fraudulent transactions.
· Account numbers’ sharing prohibitions: The rule prohibits individuals either the staffs or the clients/customers from disclosing their account numbers, the access codes or details of the transaction accounts. The bank through the staffs may disclose the clients' account numbers in a specific credit program if the participants are well known to the clients/customers.

b. Response to the company’s customers
The following rules apply to the company's staff.
· The staffs are to ensure that the procedures of opt-out are created. The bank will have no reasons to share any nonpublic information of a customer. In case of any breach, then the staffs have to develop procedures aimed at ensuring an opt-out.
· An opt-out has to comprise of all the records from the customers, mechanisms' maintenance and compliances to the first opportunity elapses.
Policy 1.2 Policy Statements Contents
a. Policy 1 – Payments are made through electronic transfer
The policy is governed by the “FDIC Law, Regulations & Related Acts.” Examples of such remittances include the transfer process when the money sender offers different modes of payment or cash to the bank or the money transmitter, and a follow-up request is made that the sent funds be wired to a certain account in another country. A second example includes the process of funds being wired to some designated recipient through the bank’s request (Reform, 2010). The process of effecting the remittance would be through making entries in an electronic book within the two different accounts to perform the transfer. The electronic transfer process is also found in the “Electronic Signatures in Global and National Commerce Act.” 
b. Policy 2- Imposition of fees on the remittances
The fees on the remittances include those charged on any designated recipient. The policy is found within the “FDIC Law, Regulations & Related Acts.” An example is an overdraft fee that the recipient's bank imposes on the remittances' proceeds. Also, some fees are imposed by the bank for the transfer of remittances.
An example is a chargeable interchange fee in case the sender makes use of their credit and debit cards to perform a remittance transfer (Hassan & Holmes, 2013). There is a structure on the remittance fee that is created to help in that effect. The structure is conditioned on various factors such as the quota of the remittance transfers and the customer’s accounts status.   
c. Policy 3- Mobile Application Transactions
Any remittance transfer has options to be done through mobile applications. There is the need to provide the needed prepayment disclosures. The provider of the remittances requires to comply with the clauses of the “Gramm-Leach-Bliley Act.” For example, when there are cases that the taxes and fees have not been imposed, then there is no need for the provision of disclosures concerning the taxes and any other fees as required by the law. The policy is effective through proper website maintenance. 
d. Policy 4- Applications of an exchange rate
The exchange rate by the remittance provider who is doing the transfer is essential. The policy requires the persons undertaking the transfers to show every detail of the exchange rate that is to be used. Disclosure of the same is compulsory (Bedingfield, 1982). An example is floating, or a flexible exchange rate that the provider uses has to be determined. In case the provider does not know the currency, then the policy is made effective through the sender’s representation on how the funds are to be received by the recipient in the process of the transfer. The policy is found in the “FDIC Law, Regulations & Related Acts and Gramm-Leach-Bliley Act.” 
e. “Reasonable Expectation of Privacy for Employees”
Privacy rules are important for the company’s employees. The above policy is vital as found in the “Central Bank regulations.” For example, the employees have their privacy that needs not to interfere. The policy helps in the safeguarding of the employees’ interests compared to the entire company. The policy is effective through proper alignment of every employees’ information and that of the company. 
Policy 1.3 Comprehensive Policy Statements
GLB Act privacy policies.
	Knowing that the company is a financial institution, then there are different policies which are essential in the enhancement of privacy for the various policies. The policies present in the company according to the GLB Act privacy includes opting out measures and the disclosures. Other strategies include the provision of information to other affiliate groups and third parties (Janger & Schwartz, 2001). The institution has to provide notices concerning the clients’ privacy policies in case it shares the nonpublic information. Policies on the clients' account numbers are also addressed. An annual notice is also addressable for the involvement of the customer unless there are exceptions to any other privacy notices. 
 Some laws help in the process of governing privacy policies. The applicable laws that apply in the company include Physical Privacy Security. The law helps in the provision of security regarding both the company’s data and that of the clients. The requirements are clearly stated concerning how one would access only their data and avoid the infringement into another person's information. Another law that applies to the company is Central Bank laws. The laws that govern the company are based on the ultimate requirements of the Central Bank in ensuring that privacy is maintained for all the transacting customers (Naceur & Omran, 2011). “Deposit Insurance Assessment Guidelines” applies to the company as they help in ensuring that the company is capitalized, hence, helping the company perform greatly regarding their privacy policies. “FDIC Law, Regulations & Related Acts” helps in the provision of the necessary guidelines used in the privacy policies’ implementations. The laws mentioned helps the company's employees and the customers understand the need to have their information secure. Also, they can know what kinds of policies that safeguard their interests.  
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